
 
 

 

E-Safety during the Coronavirus Outbreak WTD 

Keeping Children and Staff Safe Online 

• In order to support the progress of all our students remotely during this time, work will be mainly set online through Google 
classrooms.  

• Staff from school may contact students via e-mail to provide support. These e-mails will be professional and the expectation 
is that students respond in a professional manner.  

• Below are some useful websites where you can find support and guidance to help ensure that your child is safe working 
online. 

Recommended Support 

• Recommended resources from the DfE for parents: 

Service Contact details 

Internet matters – for support for parents and carers to keep 
their children safe online 

https://www.internetmatters.org/ 

London Grid for Learning – for support for parents and carers to 
keep their children safe online 

https://www.lgfl.net/online-safety/default.aspx 

Net-aware – for support for parents and careers from the 
NSPCC 

https://www.net-aware.org.uk/ 

Parent info – for support for parents and carers to keep their 
children safe online 

https://parentinfo.org/ 

Thinkuknow – for advice from the National Crime Agency to 
stay safe online 

https://www.thinkuknow.co.uk/ 

UK Safer Internet Centre – advice for parents and carers https://reportharmfulcontent.com/ 

 

Inappropriate online use 

• Along with the opportunity online learning provides there is also the potential for more risk. If you have a concern about 
your child’s online, use the links below to find guidance and support on how to report this. 

• You can also communicate any online concerns with the staff member who is in regular contact with you via e-mail and also 
verbally when you speak to them during your wellbeing call.  

• You can also report any inappropriate online behaviour that puts your child at risk to the DSL leads, Mr Sanderson or Miss 
Wilson by e-mailing info@dixosca.com.   

• Where peer-on-peer abuse between students may occur over the internet (through whatever channel), this may result in 
suspension / termination of access to systems until the incident has been investigated and dealt with. 

• Where abuse of staff from students may occur online, this may result in suspension / termination of access to systems until 
the incident has been investigated and dealt with. 

Service Contact details 

Childline – general support 0800 1111 

www.childline.org.uk 

UK Safer Internet Centre – to report and remove harmful online 
content 

https://reportharmfulcontent.com/ 

 

CEOP – for advice on making a report about online abuse https://www.ceop.police.uk/safety-centre/ 

Thinkuknow – for advice from the National Crime Agency to 
stay safe online 

https://www.thinkuknow.co.uk/ 
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Recommended Apps/Resources/Websites 

• School will only promote known and trusted educational platform/s.  

• If staff want to use a new learning platform they must seek permission from the Principal before doing so.  

• The Principal should seek advice re. the safety and security of using any on-line platforms from Ryan Dolan before going 
ahead with its use. 

Students Who Are Not Engaging 

• Where students are not engaging with on-line work and staff are unable to make contact with the family, a welfare home 
visit will be organised.  

 

As with all safeguarding matters, no single concern is too small.   

Please be vigilant when your child is working online and report anything that puts them and others at risk. 

 Thank you for helping us to work together as a school community to protect all our children during this 
time.  


